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Abstract: A safe is a fire-resistant metal cabinet or box that is usually 
used by the owner to store valuables (such as money, valuable papers, 
jewelry, etc.) from thieves/burglars. Safes are generally in the form of 
cubes/blocks or cylinders. Safes are usually wall-mounted, as well as 
large room-shaped safes. But not a few also know the weaknesses of 
the security so that the safe is easily stolen. Based on the description 
above, in this study the authors are interested in designing an 
automatic safe system using a fingerprint microcontroller-based in 
the main system, this automatic safe is regulated by the Arduino 
Atmega 2560 microcontroller with the Arduino IDE programming 
language. The safe system automatically works when the user enters 
the fingerprint and RFID tag correctly, the safe will open. Based on 
data analysis, it is obtained in the form of a mechanical tool in the 
test, the characteristics of the sensor, accuracy and precision of the 
tool are obtained. The characteristics of the sensor can be seen from 
the fingerprint sensor and RFID sensor. The accuracy value of the 
sensor on the tool, namely the fingerprint sensor and RFID sensor, 
the accuracy is very good, the accuracy of the RFID sensor voltage is 
99.73% while the accuracy value of the RFID sensor has very good 
accuracy 
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1. Introduction 

In modern times, the crime rate occurs a lot, especially the increasing crime rate of theft, 
therefore the security system is needed in various areas of life today. Material and privacy factors 
are important aspects that must be taken care of. With the development of technology today, you 
also help and develop a reliable security system, one of which is by creating a security system in the 
safe. Brankas comes from the Dutch language, the word branden means to burn and kast means 
cabinet, so the cabinet is fireproof. While in Indonesian a vault, which is a cabinet made of iron. 
In English it is called Safes" [1].  Safes are generally in the form of cubes/blocks orcylinders. 
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Generally, existing safes now lack a good security system and are less practical. One of them is the 
security system on the safe door which is vulnerable and the possibility of theft is very large. In 
today's safe, a security is needed, so that it can anticipate the danger of theft that can occur 
unexpectedly. Usually, the safe used is a conventional safe, which has a working principle to open 
and close it by rotating the combination on the key. The security of the conventional safe is no 
longer guaranteed because the way to rotate the combination on the lock (padlock) can still be 
broken by entering the combination continuously until it gets the correct code and can also be 
damaged using pliers and hammers, compared to the current technological developments where 
security is more guaranteed [2]. So that the manufacture of microcontroller-based safes is a solution 
at this time.  

A microcontroller is an electronic circuit that functions as a controller and controller of the 
work process of an electronic circuit. Microcontroller ICs have CPU, memory, timer, serial and 
parallel communication channels, input or output pins, etc. Examples of modern electronics that 
use microcontrollers are computer keyboards, household electronic equipment, robots, cars, 
medical equipment, modems, electronic measuring instruments (Such as oscilloscopes, 
multimeters, frequency synthesizers) and others [3]. Arduino is a microcontroller-based board on 
the Atmega2560. This board has relatively many I/O Pins, 54 digital Inputs/ Outputs, 15 of which 
can be used as PWM outputs, 16 analog inputs, 4 UART. Arduino Mega 2560 is equipped with 
entered 16 crystals. For relatively simple use just connecting power from USB to PC/Laptop or 
via DC Jack using a 7-12 V DC Adapter [4]. In Arduino atmega2560 this is programming through 
the Arduino IDE [5].   

Fingerprint is a tool to meet the needs of fast data by using fingerprint verification. Before the 
Fingerprint sensor was invented, in the past a data was secured using a password or ID, some used 
patterns to secure data [6].  The working principle of this fingerprint sensor is to use the refraction 
of frustration over the glass prism. The light source (usually LED) is directed to one side of the 
prism and a finger is placed on one side of the prism. The fingerprint ridge absorbs light while the 
fingerprint valley makes no contact with the prism, allowing the light to be reflected. CCD (Charge 
Coupled Device) or CMOS cameras take reflected light, which is a representation of mountains 
and valleys. The optical path of light in physics is denoted by S, which is as the total optical length 
between the surface of the finger and the sensor array [7]. 

RFID is equipment and technology that uses radio signals to provide data that has been 
identified. This RFID is included in the form of a tag or small label that can identify an object data 
received through a radio signal, then translated back in the form of numbers or other information. 
RFID is a combination of radio frequency-based technology and microchip technology. The 
information contained inside the microchip tag and affixed to the library material can be read using 
radio frequency technology. A reader (a sensor, scanner, or interrogator) looks for the antenna on 
the tag and retrieves information from the microchip in the RFID device. RFID chips have become 
a very important part, because the chips used have become smaller and smarter to the point where 
they can be added to every type of document and can be read and updated from a distance. The 
definition of RFID in general is a new technology to identify or detect an object (object / person) 
using radio waves, which consist of one or more interrogator readers / transponders and RF data 
transfers achieved in the appropriate way inductive modulated or emitting electromagnetic carriers. 
In addition it can be used as a data carrier, with information written and updated for the tag at the 
time of use. The RFID system carries the corresponding transponder data, commonly known as 
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the tag, and retrieves the data, with a machine that can read out the meaning, at the appropriate 
time and place to meet the needs of a particular application [8].  After the Fingerprint is registered 
or recognized in the programming and the RFID tag is identified by the RFID reader then the 
solenoid will open.  

Selenoids are one of the types of coils made of long wires tightly winded and it can be assumed 
that their length is greater than their diameter. While the selenoid key is a combination of a key and 
a selenoid which is commonly used in the electronization of a tool as an automatic lock and others. 
The selenoid principle was discovered by a French physicist named Andre Marie Ampere. In the 
field of engineering this term denotes in tranduser devices that convert energy into linear motion. 
When the coil is electrified by a litric current, the electromagnetic force will appear and pull the 
iron in the middle of the coil linearly [9]. 

In the previous research [10] an automatic safe device based on a microcontroller was built 
that uses a pin code (keypad) and fingerprint sensor as the main security system of the tool. In this 
tool, a security system is designed using Arduino Uno as its microcontroller which will control the 
inputs and outputs of the tool. However, this tool also has a disadvantage where the security system 
using a pin code (keypad) is not very effective because users can forget the pin code contained in 
the safe. Based on this, in this study, a safe security system can be designed with a sophisticated 
security system using Arduino as the microcontroller that will control the inputs and outputs in the 
safe. To open the safe door, use two ways, namely using RFID and Fingerprint. The safe door will 
open with RFID which functions as a reader to read the id tag used as the opening key and 
Fingerprint that has input data in arduino while selenoid and buzzer as the output or output of this 
tool and this tool also uses AC and DC electricity is useful in the event of a power outage then the 
safe can still be used [11]. 

2. Materials and Method 

This research is classified as an engineering research. Engineering research (engineering) is a 
design activity that is not routine, so that in it there are new contributions, both in the form of 
processes and products / prototypes. In engineering research, the discussion of design activities in 
it involves relatively new things, if the design activity refers to certain standards or design codes, 
then the activity is not a research activity in the field of engineering. The main stages in engineering 
research are shown Figure 1.  

 
Figure 1. Stages of Engineering Research 
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Figure 1 is the stages of engineering research starting from finding ideas and task clarity, 
conceptual design, arrangement, geometric and functionality, detailed design, making prototypes / 
models and finally the testing stage. From this research, an Automatic Safe Tool Design Using 
RFID and Microcontroller-Based Fingerprints will be produced. The design of the Automatic Safe 
Tool Using RFID and Microcontroller-Based Fingerprint can be seen in Figure 2.  

 
  

Figure 2. System Diagram Block 

In Figure 2 the Design of the Automatic Safe Tool consists of a power supply, Fingerprint 
sensor, RFID, LCD to display the output of the tool. Arduino Atmega2560 as a system controller, 
selenoid and buzzer as input/output of the tool. Software Design The software used to operate 
the tool is Arduino Atmega 2560 as a microcontroller. For programming on Arduino Atmega2560 
used Arduino IDE. The programming language that Arduino IDE uses is the C++ language. For 
the programming flowchart shown in Figure 3. 

 
Figure 3. Flowchart Tool Design  

Figure 3 is the flow of designing the tool. At this stage, it begins with entering the fingerprint 
by attaching the finger that has been inputted in the Arduino microcontroller, if the input 
fingerprint is in accordance with the data that has been stored in the microcontroller, the next 
process is to enter the RFID tag by attaching the RFID tag that has been inputted in the Arduino 
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microcontroller, if the RFID tag affixed is correct according to the data that has been inputted in 
the microcontroller then the selenoid will be active and the door  the safe will open automatically, 
and if the fingerprint is previously entered incorrectly, the selenoid will be off and the safe will not 
be able to open and the buzzer will activate as a warning to the owner that someone else is trying 
to open the safe. System Hardware Design in this tool consists of several electronic components, 
namely Fingerprint Sensor, RFID, Arduino Atmega 2560, power supply, LCD, Selenoid and 
Buzzer. The design of the Auto Vault can be seen in Figure 4.  

 
Figure 4. Automated Vault Design 

In Figure 4 can be seen that the design of the Automatic Safe, where there is an RFID sensor 
and Fingerprint sensor as input from the safe tool and LCD is useful for displaying the correct or 
false inputs entered. In this automatic safe tool, it uses Arduino as the microcontroller, power 
supply as a voltage source. Selenoids and buzzers as the output of this tool. 

3. Results and Discussion 

Based on the data obtained, it can be seen how the specifications of the tool have been made. 
The specifications obtained later are the tool performance specifications and tool design 
specifications. The presentation of the data obtained will later be displayed in the form of tables 
and graphs.  Performance specifications are an identification of sensors intended as system builders 
by testing the tool, and also analyzing data in order to see the performance of the tool whether it 
is running well or not. To see the performance specifications of the tool in this study can be seen 
from the series of RFID sensors, fingerprint sensors and tool mechanics. 

A series of fingerprint sensors is needed so that the fingerprint sensor can detect both 
registered and unregistered fingers and work according to the given program. The series of 
fingerprint sensors can be seen in Figure 5. 

 
Figure 5. A series of fingerprint sensors. 
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In Figure 5, it can be seen that the fingerprint sensor has 4 pins, namely Vcc, Gnd, Rx, and 
Tx. Vcc pins of the sensor are connected to the 3.3 V pin of the arduino, the Gnd pin of the sensor 
is connected to the GND pin of the arduino, the Rx pin of the sensor is connected to pin 2 of the 
digital output on the arduino, and the Tx pin is connected to pin 3 of the arduino digital output. 
After everything is connected and the program has been inputted into the Arduino, then the circuit 
can be used, so that the sensor can detect fingerprints that have been registered or those that have 
not been registered.  And after the fingerprint is detected then the next step RFID reader detects 
the RFID tag.  In this study, the RFID tag used was a card-shaped RFID. In this circuit Arduino 
Atmega 2560 is connected to an RFID reader, Arduino Atmega 2560 is useful for processing by 
giving commands to the RFID reader. This set is needed for the vault to have an additional security 
system. The RFID sensor circuit can be seen in Figure 6.  

 
Figure 6. RFID Sensor Circuit 

In Figure 6, it can be seen that the RFID reader sensor has several pins that are used to connect 
the RFID reader with the Arduino Atmega 2560. The pins on the RFID reader, namely RST, are 
connected to pin 9 of arduino, SDA is connected to pin 10 arduino, SCK is connected on pin 13 
arduino, MISO is connected on pin 12 arduino, and MOSI is connected on pin 11 arduino. Then 
the RFID reader sensor has a Vcc pin connected to 3.3 V and for ground RFID reader is connected 
to Arduino ground. The following are the results of making a mechanical automatic safe security 
system that will be made into a prototype using acrylic base material, where acrylic is useful for 
protection from sensors. The mechanics of the safe safety system can be seen in Figure 7. 

 
Figure 7. Safe security system mechanics 

In Figure 7, you can see the mechanical form of the entire safe security system based on 
Arduino Atmega2560 using fingerprints and RFID. This box is made of plastic material with a size 
of 50cm x 40cm x 55cm. and you can see the design specifications of the tool in this study can be 
seen from the characteristics, accuracy, and precision of the RFID sensor, fingerprint sensor and 
tool testing. To see the characteristics of the fingerprint sensor, use the SFG demo application to 
display the fingerprint template used. For the input required, the sensor is 3.3 v. The characteristics 
of the sensor can be seen in Table 1. 
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Table 1. Characteristics of fingerprint sensors 

No Templates registered fingerprint 

1 

 

right thumb 

 

left thumb 

2 

 

right index finger 

 

left index finger 

3 

 

right middle finger 
 

left middle finger 

4 

 

right ring finger 

 

left ring finger 

5 

 

Right little finger 

 

Left pinky 
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In Table 1 it can be known that the output of the fingerprint sensor is in the form of a 
fingerprint template which later the fingerprint to be identified will be compared with the 
fingerprint template that has been registered on the sensor. 

The characteristic of this RFID sensor can be seen by the conformity of the identity number 
issued from the RFID tag. RFID sensor output data is needed to identify how sensitive the sensor 
is used. Where data retrieval on the RFID sensor is measured using a certain distance. Data retrieval 
using RFID reader and RFID tag. The characteristics of the RFID sensor can be seen in Table 2. 

Table 2.  RFID Characteristic Data 
No RFID Open Code Code on ID card 
1 RFID tags 1 994121302 994121302 
2 RFID tags 2 71213219123 71213219123 
3 RFID tags 3 99732152300 99732152300 
4 RFID tags 4 171851313400 171851313400 
5 RFID tags 5 581129417300 581129417300 
6 RFID tags 6 1541868418900 1541868418900 
7 RFID tags 7 1863813718900 1863813718900 
8 RFID tags 8 2182215819000 2182215819000 
9 RFID tags 9 25017412318900 25017412318900 
10 RFID tags 10 2501946317400 2501946317400 

In Table 2, it can be seen that the output of the RFID sensor is in the form of a different 
identity number from each card which will later be identified on the work of the sensor by 
comparing the identity number that has been registered on the sensor with programming in the 
Arduino IDE. The next characteristic of RFID is by varying the distance for identification of the 
output of the RFID which is in the form of output voltage and information detected or not can be 
seen in Figure 8. 

 
Figure 8. RFID sensor characteristic graph 

It can be seen in Figure 8 that the measurement results at the measurement point of the average 
voltage are 3.29 volts at the output condition after detecting the RFID tag. The RFID sensor can 
only detect tags with a distance of 2.4 cm. 
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The accuracy of the fingerprint sensor is obtained by comparing the fingerprint template that 
has been registered with the fingerprint template taken directly. If on the application the reading 
of the fingerprint template states that it matches, it means that the fingerprint template registered 
with the one taken directly is the same finger. Then the fingerprint sensor used can be declared 
accurate. The accuracy of the fingerprint sensor can be seen in Table 3. 

Table 3. Fingerprint sensor accuracy 

No Subject Templates registered 
fingerprint 

Templates 
fingerprint identified Information 

1 Right 
thumb 

  

Right 

2 Index right 

  

Right 

3 
Right 

middle 
finger 

  

Right 

4 Right ring 
finger 

  

Right 

5 Right little 
finger 

  

Right 

6 Left thumb 

  

Right 
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No Subject Templates registered 
fingerprint 

Templates 
fingerprint identified Information 

7 Left index 

  

Right 

8 Left middle 
finger 

  

Right 

9 Left ring 
finger 

 

 

Right 

10 Left little 
finger 

  

Right 

In Table 3, you can see the accuracy of the fingerprint sensor. On each finger it is said that the 
compared fingerprint template is suitable. Then the fingerprint sensor used is accurate. 

The accuracy of the fingerprint sensor is obtained by comparing fingerprint templates from 
several different people. The accuracy of the fingerprint sensor was carried out using 10 fingerprint 
scans from different people and resulted in data acquisition which can be seen in table 4. 

Table 4. Fingerprint Measurement Data from 10 different people 
No. Fingerprint Name Information 

1 

 

Rivals Not open 

2 

 

Nando Not open 

3 

 

Fikhri Not open 
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No. Fingerprint Name Information 

4 

 

Azca Not open 

5 

 

Irfan Not open 

6 

 

Alwi Not open 

7 

 

Iqbal Not open 

8 

 

Revelation Not open 

9 

 

Owner Open 

10 

 

Owner Open 

In Table 4 it can be seen that the accuracy of the fingerprint measurements from 10 different 
people, where the fingerprint measurement measured was the right thumb finger. And the results 
obtained from each fingerprint sample are not the same. From the data obtained, it can be 
concluded that the fingerprint sensor used in this safe security system has very good accuracy. 

The accuracy of the fingerprint sensor of the safe security system is done by comparing the 
fingerprint template 10 times compared to the same finger. Accuracy will be seen from the 
information on the fingerprint reading application. If the fingerprint is declared suitable, it can be 
said that the fingerprint sensor has very good accuracy. The results of the fingerprint sensor 
accuracy test can be seen in the fingerprint compatibility test on 7the right thumb finger. The 
accuracy of the fingerprint sensor can be seen in Table 5. 
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Table 5. Fingerprint sensor accuracy 

No Trial to- Templates registered 
fingerprint 

Templates identified 
fingerprint Information 

1 Trial 1 

  

Suitable 

2 Trial 2 

  

Suitable 

3 Trial 3 

  

Suitable 

4 Trial 4 

  

Suitable 

5 Trial 5 

  

Suitable 

6 Trial 6 

  

Suitable 

7 Trial 7 

  

Suitable 
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No Trial to- Templates registered 
fingerprint 

Templates identified 
fingerprint Information 

8 Trial 8 

  

Suitable 

9 Trial 9 

  

Suitable 

10 Trial 10 

  

Suitable 

The results obtained from Table 5 can be seen that the accuracy of reading the fingerprint 
sensor on the right thumb on the Atmega2560 android-based safe security system is very good. 
Where each fingerprint reading in each experiment is declared matched. 

The accuracy of the RFID sensor of the motorcycle security system is carried out by comparing 
the identity of the card as much as 10 times the comparison of the same identity. Accuracy will be 
seen from the information on the serial monitor reading the card identity. If the identity of the card 
is declared correct or suitable, it can be said that the RFID sensor has very good accuracy. The 
results of testing the accuracy of the RFID sensor can be seen in testing the identity compatibility 
of the RFID tag card. The accuracy of the RFID sensor can be seen in Table 6. 

Table 6. Card Identity Accuracy on RFID Sensor 
No Trial to- Detected card identity 

1 Trial 1 

 

2 Trial 2 

 

3 Trial 3 
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No Trial to- Detected card identity 

4 Trial 4 

 

5 Trial 5 

 

6 Trial 6 

 

7 Trial 7 

 

8 Trial 8 

 

9 Trial 9 

 

10 Trial 10 

 

 

Based on the results obtained from Table 6, it can be seen that the accuracy of reading the 
identity card on the RFID tag card. By attaching the tag card to the RFID reader with the same 
distance, the test of the RFID sensor is obtained which can read information from the tag. In each 
trial of the accuracy of the identity of the card above, it is declared true or suitable. 

Overall testing of the tool is carried out by running a safe system based on android atmega2560. 
Testing the tool requires 10 subjects with 5 of them having their fingerprints registered so that they 
can be detected by the security system and 5 others are not registered. And this test also requires 
10 RFID tags that have been registered. Later, the response from the security system will be seen 
whether it is in accordance with what is desired. The table of tool testing results can be seen in 
Table 7. 
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Table 7. Tool test results 
Subject Fingerprint RFID Buzzer Solenoid door lock 

Subject 1 

 

994121302 Off Open 

Subject 2 

 

71213219123 Off Open 

Subject 3 

 

99732152300 Off Open 

Subject 4 

 

171851313400 Off Open 

Subject 5 

 

581129417300 Off Open 

Subject 6 Not listed 1541868418900 On Not open 

Subject 7 Not listed 1863813718900 On Not open 

Subject 8 Not listed 2182215819000 On Not open 

Subject 9 Not listed 25017412318900 On Not open 

Subject 10 Not listed 2501946317400 0n Not open 

In Table 9, the results obtained in testing the tool are that the tool works according to the 
program that is input to the Arduino ATmega2560. When the registered fingerprint and RFID tag 
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access the device, the door lock solenoid will open and the alarm will turn off. The working system 
of this tool is in accordance with the desired. 

Based on the analysis that has been obtained in the form of tables and graphs, the results have 
been obtained according to the research objectives. The results of the study include performance 
specifications and design specifications for Automatic Safe Security Systems Using Fingerprint 
Sensors and Microcontroller-Based RFID. The performance specifications of the tool are obtained 
from the function and circuit of each sensor, while the design specifications of the tool are obtained 
from the results of the accuracy and thoroughness of the data analysis of the Arduino Atmega2560-
based safe security system. 

The first result of the device performance specification is seen from the fingerprint sensor 
circuit. The fingerprint sensor circuit is used as a system that will read the user's fingerprint. The 
fingerprint sensor records specific fingerprint characteristics, stores each user's data into a template, 
when the user tries to access the software will compare the data stored in the template with the 
fingerprint reading from the scanner [12]. 

The second result of the tool performance specification is seen from the RFID sensor circuit. 
The RFID sensor circuit is used as a system that will read the card identity from the user. The 
RFID tag transmits signals via radio waves to the RFID reader, the data is assisted by the Arduino 
ATmega2560 microcontroller. When the user tries to use the RFID tag by bringing the RFID tag 
card closer to the RFID reader, the tool identifies an object such as an RFID tag card or an RFID 
tag card such as a keychain where the sensor reads data in the form of a code on the card. The data 
is sent from the RFID to the microcontroller, namely the arduino atmega2560 to be adjusted 
whether the data has been registered in the tag register or not.[13]. 

The third result of the tool performance specification is the mechanical fabrication of the tool. 
The mechanical manufacture of the tool serves to combine several components into one as a 
constituent of the security system in the safe. Several components of the safe security system are 
arranged in a black plastic box. [6] With the establishment of a mechanical device, a safe system 
can be made according to the needs and benefits. After everything is combined, a system is formed 
Automatic Safe Security Using Fingerprint Sensor and RFID Microcontroller Based. 

Furthermore, the description of the system design specifications Automatic Safe Security 
Using Fingerprint Sensor and RFID Microcontroller Based. To see the security system design 
specifications seen from the characteristics of the sensor, the accuracy and precision of the tool, 
and the overall testing of the system Automatic Safe Security Using Fingerprint Sensor and RFID 
Microcontroller Based [3]. 

The first result of the device design specifications is the fingerprint sensor characteristics. A 
fingerprint sensor is an electronic device used to capture a digital image of a fingerprint pattern. 
The digital image of this fingerprint pattern is the result of direct scanning from digital processing 
and stored in the database storage memory in the form of an image of the fingerprint surface used 
for matching [7]. To get the characterization results, a PC application is used which can display the 
fingerprint template contained in the fingerprint sensor and can see the compatibility of the 
fingerprint template. 

The second result is the characteristics of the RFID sensor. An RFID sensor is a device that 
uses radio waves to transmit an identity which can be a unique number. The RFID sensor is used 
as an identification card in the safe security system. To see the characteristics of the RFID sensor, 
it can be seen by the suitability of the identity number issued from the RFID tag which can be seen 
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on the serial monitor display and can see whether the identity received is correct or incorrect. Then 
the characteristics of the RFID sensor can also be seen from the reading distance on the sensor[14]. 

The third result of the tool design specifications is the accuracy and overall system of 
Automatic Safe Security Using Fingerprint Sensors and Microcontroller-Based RFID. To 
determine the accuracy and precision of the Arduino-based safe system that is made, it can be seen 
from the accuracy and accuracy of the sensors used in the safe security system, namely the 
fingerprint sensor [12]. The accuracy is obtained from the results of the comparison of the output 
of each sensor, in this fingerprint sensor the comparison data is the fingerprint template registered 
with the fingerprint template taken directly. While the accuracy is obtained from repeated 
measurements 10 times from the sensor output to one subject. 

The fourth result is the accuracy and precision of the Fingerprint sensor. The accuracy of the 
fingerprint sensor is obtained by comparing fingerprint templates from several different people. 
The accuracy of the fingerprint sensor is carried out using 10 times scanning fingerprints from 
different people and resulting in data acquisition. the results obtained from each fingerprint sample 
are not the same. From the data obtained, it can be concluded that the fingerprint sensor used in 
this safe security system has very good accuracy 

The fifth result is the accuracy and precision of the RFID sensor. The accuracy of this RFID 
sensor can be seen from the suitability of the identity of the card that has been registered with the 
identity that is detected directly, the accuracy of the data obtained in the experiment is very good 
or called accurately. While the accuracy of the RFID sensor can be seen from the results of repeated 
experiments using the same identity card, the accuracy obtained in testing the accuracy of the RFID 
sensor is accurate [15]. 

The sixth result is the accuracy and precision of the voltage on the RFID sensor. The accuracy 
of the voltage is by identifying the RFID tag by an RFID reader with a certain distance variation. 
Then look at the output voltage of the sensor and compare with the actual voltage the percentage 
of accuracy obtained is 99.73%. In the measurement of the RFID reader, it can only identify RFID 
tags with a distance of 2.4 cm. 
The seventh result is the result of overall tool testing. In testing the tool, it will be seen whether 
the system work is in accordance with what was programmed. [16] Testing the tool when the 
registered fingerprint and RFID tag access the device, the door lock solenoid will open and the 
alarm will turn off when the user whose fingerprint has not been registered, the solenoid will remain 
closed and when the user tries to open the door by force, the alarm will sound. For the results 
obtained, the tool works according to the program entered so that the tool can be used. 

4. Conclusion 

The results of the performance specifications of the Arduino Atmega2560-Based Safe Security 
System are seen from the running of the fingerprint sensor circuit, the RFID sensor circuit, and, 
the overall circuit. After everything is combined into a safe security system. The system works when 
the fingerprint sensor reads the registered fingerprint and continues with the RFID reader sensor 
receiving a signal in the form of radio waves by the RFID tag, then if the identity received by the 
RFID reader is correct or has been registered then the Arduino will make the solenoid door lock 
open so that the door can open. The results of the arduino-based safe security system design 
specifications are obtained from the characteristics of fingerprint sensors and RFID sensors, 
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accuracy, accuracy of tools and testing of tools. The characteristics of the fingerprint sensor are 
seen from the fingerprint template taken and stored by the sensor memory. The characteristics of 
the RFID sensor are seen from the suitability of the card identity registered and not registered with 
the card identity detected directly. The accuracy of the tool is obtained from the comparison of the 
output results of each sensor. In the fingerprint sensor, the result obtained is a template for each 
finger that is compared to the fingerprint template taken directly. The accuracy of the identity on 
the RFID sensor that is measured directly is stated to match the identity that has been registered. 
The precision at the voltage of the RFID sensor has a percentage of accuracy of 99.73%. The 
accuracy of the tool is obtained from repeated measurements made by each sensor with 10 repeated 
measurements. In the fingerprint sensor, the results obtained in the accuracy of the fingerprint 
sensor on the right thumb finger are any fingerprint readings that are compared to match. As for 
the accuracy of the RFID sensor, it can be seen from the results of repeated experiments using the 
same identity card, the accuracy obtained in testing the accuracy of the RFID sensor is accurate. In 
testing the tool as a whole, it is seen whether the tool is running according to the given program. 
The result obtained is that the safe security system based on arduino atmega2560 runs according 
to the given program. 

Acknowledgments 

The author thanks the electronics and instrumentation physics laboratory for the research facilities 
provided during the tool manufacturing process. 

References 

[1] J. Marc Weber Tobias, Locks, Safe, and Security, Second Edi. USA, 2000. 
[2] M. Shofian, Aswardi, and Habibullah, “Rancang Bangun Sistem Keamanan Brankas 

Menggunakan Biometrics Technologies Berbasis Mikrokontroler Arduino,” Repos. UNP, 2017. 
[3] R. Listiana and D. S. Nurmuldiyanto, “Rancang Bangun Alat Penakar Material Dengan 

Mikrokontroler Berbasis Android,” J. TEDC, vol. 14, no. 1, pp. 82–87, 2020, [Online]. 
Available: http://ejournal.poltektedc.ac.id/index.php/tedc/article/view/353. 

[4] S. Sadi and M. Y. M. Pratama, “Sistem Keamanan Buka Tutup Kunci Brankas Menggunakan 
Bluetooth HC-05 Berbasis Arduino Mega 2560.” 

[5] A. Z. Mubarakh, I. Febriani, and W. Djatmiko, “Heart Beats Rate Portabel Berbasis Arduino 
Pro Mini Atmega 328,” J. Autocracy, vol. 4, pp. 20–29, 2017, doi: 10.21009/autocracy.04.1.3. 

[6] M. Atmega, E. Yuliza, T. U. Kalsum, and A. S. Jari, “Alat Keamanan Pintu Brankas Berbasis 
Sensor Sidik Jari Dan Password Digital Dengan Menggunakan Mikrokontroler Atmega 16,” 
vol. 11, no. 1, pp. 1–10, 2015. 

[7] F. Hidayanti, F. Rahmah, and A. Wiryawan, “Design of motorcycle security system with 
fingerprint sensor using arduino uno microcontroller,” Int. J. Adv. Sci. Technol., vol. 29, no. 5, 
pp. 4374–4391, 2020. 

[8] F. Hamdani, “Penerapan Rfid ( Radio Frequency Identification ) Di Perpustakaan : Kelebihan 
Dan Kekurangannya,” Penerapan RFID (Radio Freq. Identification) di Perpust. Kelebihan dan 
Kekurangan, vol. 2, no. 1, pp. 71–79, 2014. 

[9] R. Suwartika and G. Sembada, “Perancangan Sistem Keamanan Menggunakan Solenoid Door 
Lock Berbasis Arduino Uno pada Pintu Laboratorium di PT. XYZ,” J. E-Komtek, vol. 4, no. 
1, pp. 62–74, 2020, doi: 10.37339/e-komtek.v4i1.217. 

[10] A. Zaqi, “Pembuatan Alat Pengamanan Brankas Otomatis Menggunakan Fingerprint dan 
Kode Pin Berbasis Mikro kontroler dengan Notifikasi Sms Gateway,” Universitas Negeri 



 
Saputra et al. 

 

 
 
 Journal of Experimental and Applied Physics, Vol. 1, No. 3 (2023)  127    

Padang, 2021. 
[11] S. Supriyati, “Rancang Bangun Pengontrol Panel Listrik,” Tenaga List., vol. 14, no. 1, pp. 28–

39, 2018. 
[12] A. Sharma and M. P. S. Chawla, “Fingerprint matching Using Minutiae Extraction 

Techniques,” vol. 2, no. 1, pp. 1–20, 2016. 
[13] S. Manurung, I. Parlina, F. Anggraini, D. Hartama, and J. Jalaluddin, “Penggunaan Sistem 

Arduino Menggunakan RFID untuk Keamanan Kendaraan Bermotor,” J. Penelit. Inov., vol. 1, 
no. 2, pp. 139–148, 2021, doi: 10.54082/jupin.17. 

[14] B. Benny, M. A. Rama, and N. R. Dinda, “Kunci Pengaman Brankas Menggunakan Pin Dan 
Rfid,” J. Poli-Teknologi, vol. 15, no. 2, 2016, doi: 10.32722/pt.vol15.no.2.2016.pp. 

[15] F. Hidayanti, A. Ahmed, A. S. Must, F. Rahmah, and A. Wiryawan, “Design of Motorcycle 
Security System with Fingerprint Sensor using Arduino Uno Microcontroller Cite this paper 
Mult imodal Biomet ric Syst em Iris and Fingerprint Recognit ion Based on Fusion Technique 
Design of Motorcycle Security System with Fingerprint Sensor using Arduino Uno 
Microcontroller,” Int. J. Adv. Sci. Technol., vol. 29, no. 5, pp. 4374–4391, 2020. 

[16] N. I. Tohir, “Rancang Bangun Catu Daya Digital Menggunakan Buck Converter Berbasis 
Mikrokontroler Arduino,” Jur. Tek. Elektro, Fak. Tek. Univ. Lampung, vol. 11, pp. 1–94, 201 

 


